# **Set-ExecutionPolicy Command**

**Set-ExecutionPolicy Command:**

1. The default execution policy in PowerShell is set to Restricted. This prevents the execution of malicious scripts in the PowerShell environment. However, when you execute a local PowerShell script, you may encounter the execution script is disabled on this system error.
2. The Set-ExecutionPolicy cmdlets let you change the security levels for script execution. To know your current execution policy, type:

|  |
| --- |
| Get-ExecutionPolicy |

1. If you need to execute an unsigned script, in an elevated PowerShell prompt, type:

|  |
| --- |
| Set-ExecutionPolicy RemoteSigned |

1. Other valid Set-ExecutionPolicy values include Restricted, AllSigned, and Unrestricted.